GET MORE THAN YOU PAY FOR...
Ethernet’s Evolution

Ethernet is the most widely used network in industrial plants and facilities, and was first conceived and deployed in a research setting in the 1970s. In the early 1980s, Ethernet was standardized under IEEE 802.3 which quickly led to commercial adoption in office environments. Since then, Ethernet has undergone many upgrades and improvements, making it the world’s leading wired network technology not only in offices, but also in industrial applications.

Today, industrial sites commonly use Ethernet to connect PCs (that can host asset management, enterprise resource planning, production planning, and other applications), programmable logic controllers (PLCs), remote I/O, human machine interfaces (HMIs), smart instruments, motor drives, and many other intelligent automation components.

Exponential speed improvements have been a major component of Ethernet’s evolution and there are several versions of Ethernet: 10BaseT, 100BaseTX (also known as Fast Ethernet), 1000BaseT (also known as Gigabit Ethernet because it transmits Ethernet frames at a rate of one gigabit per second), and most recently 10 Gigabit Ethernet or 10GBaseT. While some details vary among these versions, the most important differences are speed and cost, with cost increasing with speed. While consumer hardware and PCs typically operate at Gigabit speeds, many industrial Ethernet installations and components still use Fast Ethernet.

Over the years, many industrial Ethernet communication protocols have been created including EtherNet/IP, Ethernet TCP/IP, Modbus TCP/IP and Profinet. With Ethernet networking, all of these protocols can operate on the same network at the same time. However, in the U.S., EtherNet/IP and Modbus TCP are the most used Ethernet protocols and it is common for PLCs and other control devices to support one or both.
The Ethernet Framework - OSI 7-Layer Model

The Ethernet communication structure is defined by the Open System Interconnection (OSI) model. The 7 layers of the Ethernet networking framework help define the needed components in an Ethernet transmission. The goal for protocols adhering to this model is for any network-connected device to be able to transmit a data packet or message to any other device.

Ethernet messages initiate at a device connected to Physical Layer 1, which defines the required electrical signals and cabling. The Data Link Layer 2 is the next one up, acting as a traffic cop in the form of Ethernet switches and other Layer 2 devices. These devices use the media access control (MAC) address of each component or device to figure out which packets go to which ports. The MAC address is the hard, physical address of a component or device. Although there are exceptions, this address is set during manufacturing and should never change.

Similarly, network layer 3 uses the Internet Protocol (IP) address to route the data packets. The IP address is the logical address of a component or device, used to identify its address and network. Finally, transport layer 4 delivers the data payload, for example, the actual Modbus message for Modbus TCP, up to layer 7.

Layer 7 is the Application Layer and this is where a common language is important. Although industrial Ethernet protocols may be identical in their use of layers 1-4, and can thus use the same network, they won't be able to communicate with each other if their application layer 7 is different.

Most of the lower layers such as physical medium, data link with MAC address, and network with IP address are often common among devices and well established. However, upper layers such as session, presentation, and applications are where things change. For example, a Modbus TCP device can't talk directly to an EtherNet/IP device, and neither can talk to a Profinet device.
**Addresses and Message Types**

**MAC Address**
As previously mentioned, the media access control (MAC) address is the hard, physical address of a device and is configured during manufacturing. An Ethernet packet cannot enter a device without this address. However, it's rare that a communication setup or configuration will require entry of this address because another protocol, called address resolution protocol (ARP), usually automatically retrieves it and correlates it to an Internet Protocol (IP) address.

**IP Address**
The IP address is defined by the user and identifies the device's address and network. An IP address, such as 192.168.070.001, includes two identifiers: the network address and the host address. The network address helps switches and routers determine where to send messages. The host address identifies the specific device on that network. The subnet mask determines which part of an IP address is the network address and which part is the host address.

The default gateway address and a router enable connections to other networks. A device can only send and receive Ethernet messages to other devices on its network as determined by the IP address and subnet mask. If a device needs to communicate with a device on another network, a router is required. In order to get the message to the other network, the device will send its message to the default gateway address, which is the IP address of the router.

**LAN/WAN**
Local area network (LAN) and wide area network (WAN) definitions vary greatly, but in general LANs are smaller, more localized networks encompassing switches and hubs while WANs offer more widespread connectivity. Once a network is divided into separate groups using a router, these separate networks are considered to be encompassed within a WAN.

Unicasting, Broadcasting, and Multicasting
Unicast messages are sent from one specific device or component to another. Broadcast messages are sent from one device to all components or devices in a group. Multicast messages are sent to many different receivers at once, typically all components or devices on an Ethernet network.

A router is needed to make sure a broadcast message only goes to members of a group, but managed switches can intelligently route multicast messages to the correct ports of all components or devices on a network. A managed switch will learn which ports should be receiving multicast messages, using a feature called IGMP Join, and only send messages to those ports, resulting in significant performance improvement.
Ethernet Cabling

The first point to consider when deploying an Ethernet network is the type of cabling. Cat5e cable supports Gigabit speeds and is often the minimum specification recommended. Also available is Cat6, providing better performance at a higher cost, and also providing a degree of future-proofing as Ethernet moves toward 10 Gigabit speeds in coming years. Although commercial installations use unshielded cables, shielded cable should be used in industrial environments to protect communications from electrical noise generated by motors, motor drives, welding, and other electrical equipment.

In years past, it was important to define whether cables should use straight-through patch or crossover connections. Crossover cabling was typically required when directly connecting components to each other, and patch cabling was used when connecting components to Ethernet IT devices such as switches and routers. However, most devices today support Auto MDI/MDIX which will accept either configuration, so most installations use patch cabling throughout.

Another point to consider for both performance and compatibility is communication speed, and half or full duplex capability. While duplex compatibility can be overcome by using a managed switch or router, performance is limited to the slowest device. As previously mentioned, Fast Ethernet is used in most industrial automation applications because its raw speed is more than sufficient, but this can be affected by the selection of half or full duplex. With half duplex, a device can only transmit or receive, but can’t do both simultaneously. This reduces performance, and in the worst case half duplex devices drop packets under heavy load due to data collisions. Most devices used in Fast and Gigabit Ethernet installations use full duplex, meaning the node can transmit and receive simultaneously.

Cabling Dos and Don’ts

- In new or retrofit industrial Ethernet network installations, do specify Ethernet cable rated for Gigabit network speeds. Most quality Category 5e cable (CAT5e) will work well. CAT6 cable can handle 10 Gigabit speeds, which might be overkill for your application, but will future-proof the installation.
- Do use stranded copper Ethernet patch cables for connections in a control panel or field devices. They are available in lengths up to about 50 feet. Longer cable runs often use bulk cable and RJ45 connectors that are manually assembled.
- Do run plenum-rated Ethernet cable in recirculating or air-handling ceilings.
- Patch cables should include an overall metal foil shield to reduce the effects of electrical noise often present in industrial applications. This will help eliminate data loss in transmission and possible intermittent problems.
- Since patch cables come in many different colors, do consider differentiating network applications using different color cables. Red for critical, blue for information only, orange for office, etc. While colors are not necessary, do label the cable ends to simplify troubleshooting and future changes.
- Don’t run these CAT5 or CAT6 Ethernet cables over 100 meters. For longer runs, do use an unmanaged or managed switch or Ethernet extender every 100 meters. For longer distances susceptible to electromagnetic interference, do use fiber optic cables.
Hubs, Switches, and Topologies

There are a variety of Ethernet network topologies including bus, ring, and star. Bus and ring are similar to a daisy-chain connection, with a single cable hopping between each device. Bus topology is a bit obsolete, while the newer ring topology adds fault tolerance. However, most industrial Ethernet installations use star topology, with some ring connections to reduce cable run distances or improve resilience.

With the star topology, many devices connect to the central access point, the switch. Ethernet switches come in both unmanaged and managed configurations. There are applications and situations that make sense for unmanaged switches, and there are others where a managed switch is a better choice.

An Ethernet hub simply connects Ethernet devices together with no regard for MAC addresses, so all messages are sent to all devices. An unmanaged switch is a little smarter, using the MAC addresses to determine what devices are connected to each of its ports, and then routing messages targeted to those devices out the appropriate port, preventing the collisions often occurring with an Ethernet hub.

A managed switch adds features to those offered by an unmanaged switch, with one of the most important being selection of speed and duplex mode. When connecting a device to a switch, it must auto negotiate to an agreed-upon speed and duplex mode. Auto negotiation is common in commercial environments but can fail for industrial situations. In these applications, it is often better to turn off auto negotiation, and use a managed switch to set the speed and duplex mode to a known working setting for both sides. This can be particularly helpful when connecting components from different manufacturers.

For a simple network with five or fewer components in a relatively small area, an unmanaged switch will usually work, and it will always be less expensive than its managed equivalent. For larger applications with more components, a managed switch should be strongly considered. The benefits of a managed switch’s configuration and other features will easily outweigh the cost premium over an unmanaged switch in most complex applications.

A router is a more powerful version of a managed switch, with the ability to create different groups of devices within an Ethernet network. Creating groups allows one part of a network to be separated from another, a useful feature for managing network traffic. A virtual private network (VPN) router should be used when connecting a network via the Internet to provide the required degree of cybersecurity.
The physical or hardware aspects of industrial Ethernet is only half the story, with the other half being the many different software protocols used in industrial Ethernet installations. In short, a protocol allows every device on the network to use a common language for communication. Most industrial Ethernet protocols can run on standard Ethernet hardware, but some require modified and proprietary versions of hardware to operate. This is usually done to improve performance in highly specialized applications. Although different industrial Ethernet protocols can all use the same network, only devices that support the same protocol can communicate with one another.

There are several industrial Ethernet protocols in use today, including:

- EtherNet/IP
- Profinet
- Modbus TCP
- EtherCAT
- SERCOS

Most of these protocols were originally created by a single vendor and worked only with their products. But now, each of these protocols is administered by its own independent foundation, and each will work with components from many different vendors if they support it.

In the U.S., EtherNet/IP and Modbus TCP are the most used Ethernet protocols and it’s common for PLCs to support one or both protocols. Both of these protocols run on standard Ethernet hardware, further promoting their widespread use.

Often the best Ethernet protocol to use is vendor specific, but the application sometimes drives the decision. With EtherNet/IP, a scheduling mechanism, called requested packet interval (RPI), helps optimize data transfer for high-speed applications. On the other hand, Modbus TCP, with its wide support and simplicity, is a great choice for multi-vendor applications.

Modbus TCP/IP

The Modbus protocol was created in 1979 by Modicon Inc. specifically for communication between Modicon programmable controllers and other proprietary devices. Since then, Modbus has become an industry standard for transmitting data between industrial control systems and components. Modbus TCP/IP or Modbus TCP is basically the original Modbus RTU protocol, which was a serial communication method, combined with a TCP interface that runs on Ethernet.

To break it down further, Modbus refers to the application protocol that defines how to configure and interpret the data being transmitted (seen in layer 7 of the OSI model discussed previously). TCP/IP refers to the Transmission Control Protocol and Internet Protocol; these two work together to ensure the data is received correctly and properly routed. The TCP/IP combination is just a transport protocol (layers 3 and 4 of the OSI model) and has nothing to do with how the data is configured or interpreted. Therefore, Modbus TCP combines an Ethernet transmission standard (TCP/IP) with a well known application protocol (Modbus) that defines how the data is presented.

Modbus devices communicate using a master-slave or client-server method in which the master/client must initiate the communication. The slaves/servers respond only when prompted and will supply the requested data to the master, or take the requested action. Slaves/servers can be any peripheral device (sensors, drives, valves, etc.) which will processes information and deliver it to the master using Modbus.
EtherNet/IP
EtherNet/IP development began in the 1990s and today is controlled and managed by the ODVA standards organization. EtherNet/IP is a popular industrial Ethernet communication protocol that supports traditional Ethernet, the Internet Protocol (IP), and TCP or UDP.

TCP/IP is the transport and network layer protocol of the Internet and provides a set of services that any two devices can use to share data. The UDP/IP (User Datagram Protocol) provides the fast, efficient data transport necessary for real-time data exchange. The Common Industrial Protocol (CIP) has been added on top of TCP/UDP/IP to provide a common application layer. Therefore, when you choose an EtherNet/IP product, you are choosing a product with TCP/IP and CIP capabilities. This combination allows seamless continuity between numerous devices and allows you to control and configure your devices while collecting data at the same time.

Other EtherNet/IP highlights:

1. EtherNet/IP is a certified standard for Ethernet communication. Being such, any manufacturer wanting to implement this technology must meet consistency and quality standards for their devices.
2. Using CIP, which is defined using the OSI 7-layer model as its base, EtherNet/IP can work with a variety of industrial automation components from a host of manufacturers.
3. EtherNet/IP is a widely used communication method and is supported and used by numerous vendors in their products, from simple sensors to complex controllers.

4. EtherNet/IP provides very fast I/O data transmission speeds. Since EtherNet/IP is compliant with IEEE Ethernet standards, users can take advantage of speeds of up to 1 Gigabits per second (Gbps) or more.
5. Various topology options, including conventional star, ring, or daisy chain (linear).
6. EtherNet/IP is designed to handle large amounts of messaging data – up to 1500 bytes per packet.
7. EtherNet/IP provides both implicit (time-critical data including I/O values) and explicit messaging (data like parameters, setpoints, programs, and recipes).
Explicit Messaging
Within EtherNet/IP, the client, such as a PLC, asks or requests the information from a server, such as a VFD field device, and the server sends the requested information back to the controller. Because the client requests the information from the server via TCP/IP services, the request has all the information needed for the server to respond to the message exactly as requested. This configuring and monitoring ability, common to explicit messaging, works well for non-real-time messaging as the client (controller) can send a message request anytime, and the server (field device) can respond when it’s available. Explicit messaging is typically used for communication which isn’t time critical.

Implicit Messaging
EtherNet/IP uses implicit messaging, sometimes called I/O messaging, for time-critical applications such as real-time control. It’s a much more efficient communication connection than explicit messaging as both the client and server ends are pre-configured to know implicitly or exactly what to expect in terms of communication. Real-time, implicit messaging basically copies data with minimal additional information built into the message. There is no extra baggage because both ends already know exactly what each bit and byte mean.

Which Messaging Mode is Best For You?
If your application requires large amounts of data, explicit messaging is the preferred choice because bandwidth is saved, as data is only requested when necessary. For high-speed, real-time applications, implicit messaging is the way to go. Think of the “i” in implicit as the “I” in I/O messaging, which of course requires high speed as I/O is generally used for real-time control.

Explicit messaging requires programming in the controller for setup. You need to request the data, add handshaking, acknowledge the data, and move the data where it’s needed in the controller. Real-time implicit messaging can be quickly configured, just set the controller up as a scanner to receive data and configure the connection to a remote EtherNet/IP device.

AutomationDirect.com offers these components for your communications needs:

- Industrial Ethernet switches (managed, unmanaged, and POE Ethernet switches)
- Ethernet media converters and gateways (MQTT gateways, Ethernet-to-fiber converters and more)
- Secure remote access (VPN routers and cloud networking)
- Various Ethernet cabling and connection products (Ethernet patch cables, bulk cut-to-length Ethernet cable, Ethernet field wireable connectors, etc.)
- Serial communication components also available (Modbus gateways, serial isolators & converters, serial connectors and adapters)
If it’s in your cabinet . . .
...it’s online at AutomationDirect.com

Programmable Controllers
- Productivity®Open Arduino-compatible industrial controller
- Productivity1000 micro-modular PLCs
- Productivity2000 micro-modular PLCs
- Productivity3000 modular PLCs
- Do-more® BRX, H2 and T1H series PLCs
- CLICK® and CLICK PLUS micro brick PLCs
- Numerous I/O expansion modules available including discrete, analog, temperature and high-speed (depending on model)
- DirectLOGIC® components still available for maintaining legacy systems

Universal Field I/O
- IO-Link master modules, hubs, and a variety of IO-Link enabled devices
- Distributed I/O with Modbus TCP, EtherNet/IP, Modbus RTU, DeviceNET communication options
- Various combinations of discrete (AC, DC, relay, high-speed) and analog inputs and outputs available

HMI/Operator Interface
- C-more® operator interface HMI touch panels in various sizes up to 15 inches with wide screen options available
- C-more headless HMI - same functionality as C-more touch panels without display size restrictions
- C-more Micro text and touch panels - 3, 4, and 6-inch models available starting at only $101
- C-more and C-more Micro HMI design software free to download
- ViewMarq® LED message displays
- ATLAS® industrial monitors

Communications
- Industrial managed and unmanaged Ethernet switches
- StrideLinx VPN routers and cloud services for secure remote access
- Pocket Portal IIoT remote I/O
- MQTT gateways
- Modbus gateways
- Network adapters/converters
- Ethernet cables
- Power over Ethernet (PoE) switches
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www.automationdirect.com/reviews

Motors and Motor Controls

- IronHorse general purpose AC motors up to 300hp
- Stainless steel and white epoxy washdown AC motors
- Stainless steel AC motors
- IronHorse Farm Duty up to 10hp
- IronHorse three-phase ODP motors up to 50hp
- Marathon inverter duty AC motors up to 100hp
- Marathon permanent magnet AC motors up to 10hp
- Marathon single-phase AC motors up to 5hp
- DC motors up to 2hp
- Motor controls and contactors up to 300hp

AC and DC Drives

- DURA Pulse® variable frequency AC drives up to 300hp, featuring GS10, GS20, GS20X, and GS4 series
- WEG CFW100, CFW300 and CFW500 AC drives up to 60hp, depending on series
- WEG CFW500 drives up to 150hp, IronHorse® AC drives up to 30hp and DURA Pulse GS20X drives up to 10hp available in a NEMA 4X enclosure
- IronHorse DC drives up to 3hp
- Drive accessories
- Soft starters up to 480A

Software

- Free PLC programming software (download)
- Configuration software packages for a variety of process instruments
- Free motion control systems' configuration software (download)
- Free HMI programming software (download)
- Free AC drive configuration and programming (built-in PLC) software (download)

Process

- Temperature and process controllers
- Digital and process panel meters
- Temperature sensors and transmitters
- Infrared pyrometers
- Pressure sensors and gauges
- Level sensors and controllers
- Flow sensors and transmitters
- Signal conditioners
- Pipeline valves
- Solenoid /media separated process pipeline valves
- Current to pneumatic (I/P) transducers
- Vibration switches and transmitters
- Trumeter graphical panel meters
- Cloud data logger with I/O
- Hour meters and counters
**Power Transmission**

- Worm gearboxes
- Helical gearboxes
- Precision gearboxes
- Shaft mount gearboxes
- Timing belts and pulleys
- Couplings and bushings
- Shafting and shaft supports
- igus polymer bearings
- GAM rack and pinions
- Linear bearings and rail

**Relays & Timers**

- Electro-mechanical relays
- Intrinsically safe relays
- Phase monitoring relays
- Alternating relays
- Optocoupler relays
- Pump seal failure relays
- Voltage monitoring relays
- Slim interface relays
- Power relays
- Solid state relays
- Hazardous location relays
- Multi-Function Digital Counter / Timer / Tachometers
- Force-guided relays

**Safety**

- Reer MOSAIC safety controllers
- IDEM® and Dold® safety relays
- Speed/Standstill safety relay modules
- Safety laser scanners
- Magnetic safety switches
- Magnetic coded safety switches
- RFID coded safety switches
- Light curtains from Contrinex, ReeR and Datalogic
- Two-Hand controls
- Trapped key interlocks
- Safety mats and edges
- Safety bumpers
- Intrinsically safe isolators
- Hazardous location devices
- Safety enabling switches

**Structural Frames/Rails**

SureFrame cut-to-length aluminum T-slotted rails make constructing a frame or machine easy and quick.

**Tools**

- Southwire multimeters and testers
- Southwire nutdrivers
- Sensor testers
- Wera screwdrivers and torque tools
- Wera wrenches, ratchets and sockets
- Southwire and AutomationDirect pliers and stripping tools
- SapiSelco cable ties
- RUKO hole cutting tools
- RUKO grinders and burrs
- AutomationDirect interchangeable die crimping tool, self-adjusting crimper and rotatable die crimpers
- Electro-mechanical relays
- Intrinsically safe relays
- Phase monitoring relays
- Alternating relays
- Optocoupler relays
- Pump seal failure relays
- Voltage monitoring relays
- Slim interface relays
- Power relays
- Solid state relays
- Hazardous location relays
- Timer relays
- Multi-Function Digital Counter / Timer / Tachometers
- Force-guided relays

Motion Control

- ProductivityMotion controller
- SureServo®2 drives and motors, up to 15kW
- LS-Electric® servo drives and motors up to 7.5kW
- Stepper and servo gearboxes
- SureStep® stepper drives and NEMA motors
- Stepper motor linear actuators
- Leadshine® stepper drives
- Linear slides
- Encoders
- CUI Devices® Kit Encoders
- XYZ Gantry

Sensors

- Proximity sensors
- Photoelectric sensors
- Limit switches
- Precision limit switches
- Inclination sensors
- Laser sensors
- Color and contrast sensors
- Area sensors
- Encoders
- Current and voltage sensors
- Ground fault sensors
- Pressure sensors and gauges
- Temperature sensors, switches, transmitters and thermometers
- Liquid level sensors
- Flow sensors
- Ultrasonic sensors
- Fork sensors
- Linear position sensors
- Vibration sensors

Identification

- A selection of Code brand scanners is available, including 1D, 2D and DPM images; scanners can read all common barcodes.
- Contrinex RFID devices use radio frequencies to read and transmit data without the need for line of sight. RFID read/write modules exchange data.
- Datalogic smart vision sensors are self-contained systems that make a decision based on a captured image, very useful for applications requiring presence and/or orientation object detection.

Circuit Protection

- Eaton and Gladiator UL 489 miniature circuit breakers
- AutomationDirect, Gladiator, and Fuji UL 489 molded case circuit breakers
- Eaton and Gladiator UL1077 supplementary protectors
- Edison fuses, fuse holders and fuse blocks
- Socomec, Gladiator® and Bryant® disconnect switches
- Bryant UL 508 manual motor controllers
- Socomec manual transfer switches
- Wago electronic circuit breakers
- Merz rotary cam switches
**Pneumatics**

- **Power Products**
  - KILLARK® hazardous location control stations
  - IDEM emergency stops
  - Fuji 16mm plastic pilot devices
  - Fuji®, Schmersal and Eaton metal/plastic 22 and 30mm pilot devices
  - IP69K-rated pilot devices from Schmersal
  - Captron IP69K capacitive pilot devices
  - Werma audible and visual signal beacons
  - WERMA and Patlite stacklights
  - Molex pendant switches
  - Foot switches
  - Alarms, horns and buzzers
  - Tubing, hose and fittings in a wide variety of configurations
  - Air cylinders and position switches
  - Solenoid valves (including ISO 5599 valves)
  - Rodless air cylinders
  - Modular solenoid valves (Ethernet or hardwired)
  - Air preparation and air relief valves
  - Pushbutton valves
  - Total Air Prep (TAP) all-in-one units
  - Rotary actuators and grippers
  - Pressure switches, transmitters, and transducers
  - Pneumatic pushbuttons and limit switches
  - Electro-pneumatic systems
  - Vacuum products; suction cups, ejectors, spring plungers

---

**Pushbuttons, Switches and Lights**

- Acme Electric® and Hammond transformers
- Rhino® DC power supplies and converters
- WAGO power supplies
- Mersen surge protectors
- Roxburgh and Eaton line filters and surge protectors
- Roxburgh power outlets
- Hammond drive isolation transformers
- Edison® power distribution blocks
- Bryant® electrical plugs, connectors and receptacles, and other wiring devices
- AcuAMP® AC current transformers
- Socomec multifunction power meters
- Trumeter graphical panel meters
- Surge protection devices

---

**Hydraulics**

- NFPA style hydraulic cylinders with many mounting options

---

**Water (Potable) Components**

- Regulators
- Solenoid valves
- Hand valves
- Check valves
- Push-to-connect water fittings
- Tubing
- Hose
- Hose clamps
Terminal Blocks and Wiring

- Electrical hook-up wire / building wire
- Konnect-It® and DINnectors® terminal block systems
- Edison power distribution blocks
- Bryant power wiring devices
- Wire duct and tubing
- Cable entry systems for enclosures

Enclosures

- Over 7,100 NEMA rated enclosures from Saginaw, Hammond, Wiegmann, Integra, Quadritalia and AttaBox
- Many types of metallic and non-metallic enclosures
- Modular enclosures
- Data communication racks
- Sanitary enclosures
- Heating, cooling and climate control
- Lighting
- Wide selection of enclosure accessories

Cut to length cables

- Wire end connectors, cable glands, sanitary cable glands, connectors and fittings
- ZIPPort® connectors
- Multi-wire connectors
- Sensor cables
- General- and special-purpose cable ties

All of our cable is available cut to your specified length so you can eliminate waste and purchase only what you need - plus it's cut for free and shipped FAST!!

- Power Cables
- Tray-rated Cable
- Control and Signal Cable
- Instrumentation Cable
- Data Communications Cable
- Food and Beverage (FDA Approved) Cable
- Variable Frequency Drive (VFD) and Servo Motor Cable
- Thermocouple and RTD Extension Wire/Cable

Cut to length cables

Bulk Electrical Hook-up/Building Wire

- MTW machine tool wire
- TFFN fixture wire
- THHN general purpose building wire

AutomationDirect has a large selection of quality electrical wire in pre-spooled lengths that meets all NFPA and NEC requirements at great prices.

www.AutomationDirect.com 1-800-633-0405
Our campus is located about 45 minutes north of Atlanta, GA, USA. We're all here – our sales and technical support teams, purchasing, accounting, and of course our multiple huge warehouses and speedy logistics team.

AutomationDirect.com has been a leader in providing affordable, quality industrial control products to the U.S. and Canada for more than two and a half decades.

As a privately-held efficiently run company, we take pride in serving our customers the way they want to be served - honestly and fairly. We do everything we can to accomplish this day in and day out.

- Honest up-front pricing (no gimmicks)
- Quick delivery - order today, it ships fast!
- Top technical support as rated consistently by our customers
- FREE shipping on orders over $49